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Abstract of the contribution: This propose to conclude that that authorization is optional.
Discussion
Key Issue #3 (Levels of authorization for Multicast communication services) states the following: 
This key issue will study the following aspects:

-
Define and study how to support the necessary level(s) of authorization for UEs to access multicast communication services.

-
How can a UE join/leave (including authorised or revoked to access) a multicast communication service?

NOTE:
No separate solution will be developed for the key issue#3 as part of this study, while the basic authorization procedures (i.e., UE is allowed to join an MBS session) could be addressed in the associated solutions to KI#1.

If the authorization is performed at 5MBS feature level, this can be achieved by including a new authorization parameter for 5MBS in the subscription data, so that authorizing the UE joining to any MBS service can be performed.
If the authorization is expected on MBS service level, this requires the AF to explicitly provide the affiliation of a UE and a group (e.g. represented TMGI), either by the AF provisioning such affiliation to the UDR (maybe via NEF) (e.g. in Sol#2), or by AF providing such affiliation info to the PCF (e.g. in Sol#3). Either way may not be wanted in some use cases (e.g. public safety) as there may be concern about exposing group info explicitly to MNO, 
In addition, application may already have authorization and content encryption mechanisms (e.g. in public safety), and only UEs authorized to receive a specific MBS service can decrypt the received MBS data.

Based on above, for MBS multicast traffic, the following are proposed:

- 
5MBS feature level authorization be performed in 5GC, and 
-
MBS service level authorization if needed be performed in application layer. 
Note that MBS service level authorization may be implicitly performed when UE is configured for a specific MBS service. 
Proposal

It is proposed to include the following update in TR 23.757.
* * * Start of change* * * 

7
Evaluations

7.x
Evaluation for Key Issue #3: Levels of authorization for Multicast communication services
If the authorization is performed in 5G at 5MBS feature level, this can be achieved by including a new authorization parameter for 5MBS in the subscription data, so that the UE joining to any MBS service can be rejected if the UE is not authorized to use 5MBS feature.

If the authorization in 5GC is expected on MBS service level, this requires the AF to explicitly provide the affiliation of UE and its group, either by the AF provisioning such affiliation to the UDR (maybe via NEF) (e.g. in Sol#2), or by AF providing such affiliation info to the PCF (e.g. in Sol#3). Either way may not be wanted in some use cases (e.g. public safety) as there may be concern about exposing such info to MNO. MBS service level authorization if needed can be performed at application layer, or MBS service level authorization may be implicitly performed when UE is configured for a specific MBS service.
8
Conclusions
8.x
Conclusions for Key Issue #3: Levels of authorization for Multicast communication services
5GC authorization for UE joining 5MBS sessions on 5MBS feature level can be achieved by including a new authorization parameter for 5MBS in the subscription data.
5GC authorization for UE joining a specific MBS Service is not needed.
NOTE: MBS service level authorization if needed can be performed at application layer. MBS service level authorization may also be implicitly performed when UE is configured for a specific MBS service.
* * * End of changes * * * 
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